
2018-04-24 Account Update
This is a phishing attempt first reported to CSULB ITS on .April 24, 2018

From:  00 EIS-Carmen Jose Segovia Bernabe <csegovia@cruzroja.es> 
  Friday    Sent: , April 20, 2018  7:47 PM

Account UpdateSubject:  

Summary

The fraudulent email claims that the recipient's account has been subject to some security modification and provides a link to secure the
account.  The link goes to a page that is no longer available.  The @CSULB email service does not provide this kind of notification. 

Intent of the Email

The phisher/sender is attempting to capture email account credentials for their own malicious purposes. 

Screenshots

Figure 1: Screenshot of the phishing email



Figure 2: Screenshot of the fake OWA login page

View all Phishing Reports:

All Phishing Reports

https://its-knowledge01.campus.ad.csulb.edu/x/2IB9

	2018-04-24 Account Update

